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Abstract of the contribution: This contribution discusses the response from S3 (in S2-1901436) and to conclude with another LS to S3.
1. Discussion
In the S3’s LS reply, it indicated that “non-5G-capable over WLAN" UEs shall use 3GPP credentials and EAP-AKA’ primary authentication with credential storage as required in TS 33.501, clause 6.1."
This response is unreasonable without any technical explanations. The response LS from SA3 points to TS 33.501 clause 6.1 that seems to state the opposite. 

The clause 6.1.1.1 in TS 33.501 includes the following text: 

	The USIM shall reside on a UICC. The UICC may be removable or non-removable.

NOTE 3:
For non-3GPP access networks USIM applies in case of terminal with 3GPP access capabilities.

If the terminal supports 3GPP access capabilities, the credentials used with EAP-AKA' and 5G AKA for non-3GPP access networks shall reside on the UICC.

NOTE 4:
EAP-AKA' and 5G AKA are the only authentication methods that are supported in UE and serving network, hence only they are described in sub-clause 6.1.3 of the present document. For a private network using the 5G system as specified in [7] an example of how additional authentication methods can be used with the EAP framework is given in the informative Annex B.


It can be deduced from NOTE 3 that SIM credentials (hence AKA) are not required if the terminal does not support 3GPP RAT. In addition to this, the text highlighted in yellow implies that the requirement for credential storage on the UICC applies only if the terminal supports 3GPP RAT.
Given that the question in the LS was about devices (“non-5G capable over WLAN”) that in most cases will not support 3GPP RAT (e.g. laptops), one may conclude that for devices with no support for 3GPP RAT neither AKA nor is storage on UICC required. 
The introduction in Annex B, TS 33.501 given below provides additional EAP methods for primary authentication in private networks using 5G system. The cyan text highlighted is more restrictive in that it limits the use of non-AKA authentication to private networks
B.1 
Introduction 

The present annex describes an example of the usage of additional EAP methods for primary authentication in private networks using the 5G system as specified in TS 22.261 [7]. It is provided as an example on how the 5G authentication framework for primary authentication can be applied to EAP methods other than  EAP-AKA' The additional EAP methods are only intended for private networks or with IoT devices in isolated deployment scenarios, i.e. roaming is not considered, as specified in TS 22.261 [7]. 
Today, we have millions of devices (e.g., WiFi capable like laptops) that are connected via our fixed-access network without any support of 3GPP credentials. Based on S3’s response, it would mean that 5G Core can’t support a “converge core” concept as we will have to maintain another core network infra just to support (e.g, laptops without 3GPP credentials) via our same fixed access network using cable.

It is proposed to adopt a solution in SA2 that would allow primary authentication (in Rel-16) to be performed without a USIM for the "non-5G-capable over WLAN" UE. 

It is proposed to send an LS to SA3 to request technical justifications for their decisions in order for S2 to reconsider our view.

2. LS out proposal

----- LS to S3 proposal ----
1. Overall Description:

SA2 has discussed the answer from SA3 w.r.t “Authentication for UEs not Supporting NAS” in S3-190519/ S2-1901436. Without any technical reasons given in the LS response, it is not clear why S3 is mandating "non-5G-capable over WLAN" UEs to use 3GPP credentials and EAP-AKA’ primary authentication for fixed access network to 5GC. 
To allow 5GC to serve different types of devices (e.g., laptops) over fixed access network, it is S2 understanding that 5GC must allow those devices that are “non-5G-capable over WLAN” to use other primary authentication method than EAP-AKA’. Otherwise, 5GC can’t be served as one common converge core for different access network.

2. Action:

To SA3 group.

ACTION: “Non-5G-capable over WLAN" which does not support 3GPP credentials need to access fixed access network to 5GC. SA2 kindly asks SA3 to provide technical justifications of why for a fixed access network to 5GC "non-5G-capable over WLAN" UEs (or devices) must use 3GPP credentials and EAP-AKA’ for primary authentication.
---- end of LS ----
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